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In 2009, EnterConference employees safeguarded client information in the following manners.

1. Employees are not allowed to provide any information about usage to any caller unless the

Caller is the confirmed owner of their account, providing a unique Moderator ID and PIN or

providing a email from the owners account on record.

2. EnterConference allows client to access an individual site (link) within our technology platform

that allows the client to view their own usage data, again controlled by passcode ID and PIN.

3. No user data is used in any way for Marketing campaigns.

4. No client data information is given without the users emailing a request from their email

address on file.

5. All billing information is delivered electronically each month to 1 assigned contact within the

client's accounts payable department or designee. End users do not receive invoices at all from

EnterConference.

6. EnterConference does not identify it's individual clients or users on it's website, reference list,

or Marketing campaigns.

7. 1n 2009, there were no actions with any data brokers.

8. In 2009, there were no customer complaints concerning the unauthorized release of CPNI.
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